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Preface

This report sets out the conclusions and recommendations of the Task
Force on Interstate Identification Index Name Check Efficacy. A list of
Task Force members and their affiliations is included as Appendix A.

The Task Force was formed to conduct a study to determine the accu-
racy of identifications resulting from name checks of the Interstate
Identification Index (llI) compared to identifications resulting from
fingerprint-based searches of the FBI's criminal history record files. In
addition, the Task Force undertook to evaluate inaccurate identifica-
tions or missed identifications resulting from name checks.

The 1l Index is an automated index of persons maintained by the FBI
which includes names and personal identification information relating
to most individuals who have been arrested or indicted for a serious
criminal offense anywhere in the country. The Index includes persons
born in 1956 or later concerning whom an arrest fingerprint card has
been submitted to the FBI at any time and persons born prior to 1956
whose first arrest fingerprint card was submitted to the FBI on or after
July 1, 1974, as well as numerous older records, certain fugitives and
repeat offenders. The FBI maintains automated fingerprints and auto-
mated criminal history records for these approximately 29 million
individuals. The FBI also maintains about 5 million manual criminal
history records on individuals who were born prior to 1956 and whose
most recent arrest (or background check) was prior to July 1, 1974.
These individuals’ names are not included in the Il Index, but their
fingerprints are automated and their names are included in an auto-
mated index used internally by the FBI for processing arrest finger-
prints and civil applicant fingerprints.

Criminal history background checks based on fingerprints are consid-
ered by criminal justice officials to be extremely accurate. Searches of
newer Automated Fingerprint Identification Systems are thought to
result in error rates of only a small fraction of one percent of all
searches. By contrast, criminal history background checks based
solely on non-unique identifiers, such as name, sex, race and date of
birth, are known to result in significant numbers of two types of errors,
generally referred to as “false positives” and “false negatives.” False
positives occur when individuals are erroneously associated with
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criminal records that actually relate to other individuals with similar
names and other identifiers. False negatives occur when name checks
fail to find the criminal records of individuals who provide inaccurate
identification information either at the time of arrest or when applying
for a job. False negative occurrences also may be attributed to mis-
spellings or other such errors. Prior to the formation of the Task Force,
no study had been undertaken in which both 11l name checks and FBI
fingerprint searches were conducted for all study applicants in order to
document the frequency of false positives and false negatives resulting
from Ill name checks.

The Housing Opportunity Program Extension Act of 1996 amended the
United States Housing Act of 1937 to require police departments and
other law enforcement agencies to conduct national criminal history
background checks, upon request, of public housing tenants or appli-
cants. On May 29, 1996, the Attorney General and the Secretary of
Housing and Urban Development (HUD) entered into a Memorandum
of Understanding providing that, upon request by a public housing
authority (PHA), a state or local law enforcement agency shall conduct
a lll name check to determine whether a public housing applicant or
tenant may have a criminal history record indexed in the Il system.
Under the terms of the agreement, if a Il name check reveals that a
tenant or applicant may have a criminal history record (i.e., there is a
name check “hit”), the PHA must obtain and submit the fingerprints of
the individual. If the fingerprints verify the accuracy of the identification,
the criminal history record may be made available to the PHA for use
for authorized purposes.

The Memorandum of Understanding stated that it would remain in
effect for six months, and thereatfter, its effectiveness would be evalu-
ated. The Task Force was formed to plan and oversee the evaluation
and to evaluate the efficacy of name checks in performing criminal
history background checks for noncriminal justice purposes generally.

In August 1998, the Bureau of Justice Statistics requested that
SEARCH, The National Consortium for Justice Information and Statis-
tics (SEARCH) and Queues Enforth Development, Inc. (Q.E.D.) coop-
eratively plan and conduct the study under the guidance of the Task
Force and prepare a final study report subject to the approval of the
Task Force. Q.E.D. developed a research design for the study that
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was approved by the Task Force on October 12, 1998. The design
provided for the analysis of criminal history background check out-
comes for three types of noncriminal justice applicants: (1) public
housing tenants and applicants from six participating Public Housing
Authorities, (2) volunteer applicants from Arizona, California and Mary-
land, and (3) applicants for employment or occupational licensing from
Florida. For all applicants for whom fingerprint cards were submitted,*
initial 11l name checks were performed, followed by FBI fingerprint
searches without regard to the outcome of the name checks. Thus,
name check results and fingerprint search results could be compared
for all cases included in the analysis.

The analysis included criminal history background checks of 93,274
Florida employment or licensing applicants initiated between October
1, 1998 and January 31, 1999; 323 public housing applicants initiated
between November 10. 1998 and February 10, 1999; and 2,550 volun-
teer applicants initiated between November 12, 1998 and February 12,
1999. The Task Force approved the SEARCH/Q.E.D study on July 13,
1999. It is attached to this report as Appendix B.

The study concluded that the numbers of cases of public housing
applicants and volunteer applicants included in the analysis were
insufficient to yield findings in which confidence could be placed; there-
fore, no findings for these types of applicants were set out.2 Moreover,
the study observed that: (1) most of the nation’s public housing au-
thorities are not taking advantage of the law authorizing them to re-
guest national criminal background checks, (2) the few that are taking
advantage of the law are in primarily small jurisdictions, and (3) many
of the public housing authorities that are requesting Ill name checks of
public housing tenants or applicants are not following the procedures
set out in the Memorandum of Understanding—specifically, they are not
always obtaining and submitting the fingerprints of persons whose

1 In the case of the Florida applicants, if Florida got a name check hit and a confirmation by
Florida fingerprint comparison, the applicant card was not sent to the FBI. This occurred
4,859 times according to the SEARCH/Q.E.D. Stimya.

2 |t should be noted that attempts were made by HUD to obtain participation of other large,
diverse PHAs, which declined. It also should be noted that the states that were requested to
participate in the volunteer portion of the study fully cooperated. The number of volunteer
applicants during the study period, however, was not numerically large enough to have
confidence in the outcomes.
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name checks reveal that they may have criminal records indexed in the
lll system. These observations were communicated to the Attorney
General in an interim letter report on January 27, 1999, attached here
as Appendix C.

Based upon the large number of Florida employment/licensing applica-
tions analyzed during the study, the findings concerning them are
statistically significant. Although the findings relate to Florida appli-
cants only and cannot be generalized with confidence as nationally
representative, the Task Force believes that they can be viewed as
relevant to the efficacy of name checks for civil employment applica-
tions generally, particularly since they are the only statistically signifi-
cant findings available.

In addition to the SEARCH/Q.E.D. study, the Task Force reviewed
other relevant materials, including a January 1997 report by the Gen-
eral Accounting Office on national fingerprint-based background
checks initiated in five states under the National Child Protection Act of
1993;2 a 1997 FBI analysis of civil applicant fingerprint cards pro-
cessed by the FBI;* an updated analysis of “False Negative Data”
prepared by the FBI; and a February 1999 report by the General Ac-
counting Office on military recruiting.® The FBI analysis is unpublished,
but is attached for reference to this report as Appendices D and E. The
findings set out in these reports are generally consistent with and
augment those set out in the SEARCH/Q.E.D. study and provide
additional support for the Task Force’s conclusions and recommenda-
tions. In addition, in formulating the findings and recommendations set
out below, the members of the Task Force drew upon their own exten-
sive professional knowledge and experience.

8 Fingerprint-Based Background Checks, Implementation of the National Child Protection Act
of 1993 Report to the Honorable Fred Thompson, U. S. Senate, by the United States General
Accounting Office, Washington, D. C. 20548, # GAO/GGD 97-32, January 1997.

4U. S. Department of Justice, Federal Bureau of Investigation, Criminal Justice Information
Services Division, Washington, D. @ivil Fingerprint Card “Hit” Survey, Part |, Executive
Summary and Part I, Methodology aAdalysis April 1998-Final.

5> Military Recruiting Report to the Honorable Wayne Allard, Chairman, and the Honorable
Max Cleland, Ranking Minority Member of the Subcommittee on Personnel, Committee on
Armed Services, United States Senate, General Accounting Office, National Security and
International Affairs Division, Washington, D.C., 20548, # B-28179, February 23, 1999.
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Conclusions and Recommendations

Concerning national criminal history record background checks of
public housing applicants, the Task Force approved the following
conclusion and recommendation:

1. The National Crime Prevention and Privacy Compact
became effective on April 28, 1999. & The Compact gov-
erns the use of the Ill system for conducting national
criminal history record searches for non-criminal justice
purposes. Atrticle V provides that all requests for Il crimi-
nal history record searches for noncriminal justice pur-
poses shall be accompanied by fingerprints. 7 The Article
provides further that all such requests shall be submitted
to a state criminal history repository or to the FBI. 8 Since
the Memorandum of Understanding (MOU) authorizes
local law enforcement agencies to conduct Ill name
searches for Public Housing Authorities, the Task Force
believes it may be in conflict with the Compact and thus

6 By its terms, the Compact became effective when ratified by the federal government and
two states. Federal ratification was completed when the President signed S. 2022 on
October 9, 1998. Montana ratified the Compact on April 18, 1999. followed by Georgia on
April 28, 1999, making the Compact effective. Subsequently, two additional states ratified
the Compact—Nevada on May 14, 1999 and Florida on June 9, 1999.

" The Compact Council established by the Compact may at some future time approve the use
of other biometric identification techniques if it determines that such techniques are at least as
reliable as fingerprints in establishing positive identification.

8f the FBI or a state repository identifies a record subject as having a Ill-indexed record, it

may use the Il index to obtain any parts of the record maintained by any other Compact
party. Article V provides that:

“Direct access to the National Identification Index [IlI]

by entities other than the FBI and State criminal history
records repositories shall not be permitted for noncriminal
justice purposes.” Art. V § (c).
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may be ineffective. ° Accordingly, the Task Force recom-
mends that the issue of the extension of the MOU be
considered moot.

Concerning name check efficacy generally, the Task Force approved
the following conclusions and recommendations:

2. FBI fingerprint searches are highly preferable to Ill name
checks as a means of criminal history screening. Indi-
vidual fingerprint patterns are known to be unique. 10 For
this reason, fingerprint comparison is, and has for many
decades been, the accepted standard for establishing
positive identification of criminal history record subjects
in the United States. Modern automated fingerprint identi-
fication systems are believed to produce identification
error rates of less than one percent. Compared to FBI
fingerprint searches, Ill name checks result in appreciable
numbers of both false positives and false negatives.

This conclusion is based on the following major findings

set out in the SEARCH/Q.E.D. study concerning the 93,274
Florida employment applicants who were subjected to both Ili
name checks and FBI fingerprint searches:

% The Housing Opportunity Program Extension Act of 1996, Pub. L. 104-120, 110 Stat. 837,
did not indicate the method by which national criminal history record checks were to be
conducted for Public Housing Authorities. The Memorandum of Understanding providing for
name checks for such purposes was approved by the Attorney General as an exception to the
FBI's longstanding policy requiring that noncriminal justice record searches be fingerprint-
based in the absence of explicit statutory authority to the contrary. The fingerprint
requirement is now set out in the Compact, which is federal law and has superceded FBI
policy on this issue.

10 A study conducted by Lockheed Martin Corp. for the FBI’s Criminal Justice Information
Services Division established that the probability that any single fingerprint is identical to any
other fingerprint is one chance in 10 to the 86th power (10 followed by 86 zeroes). The study
was conducted in preparation fobauberthearing in the case tfnited States v. Mitchell,

(E.D. PA), Criminal No. 96-00407.
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(&) 10,673 of those applicants (11.4%) were determined
to have fingerprint-verified criminal history records.
Of those, 1,252 were indicated by Ill name checks not
to have records (false negatives). This represents
11.7% of those applicants with criminal history records
and 1.3% of all applicants in the study.!

(b) 82,601 applicants were determined by fingerprint
searches not to have criminal history records. Of
those, 4,562 were inaccurately indicated by name
checks to have criminal records (false positives). This
represents 5.5% of persons who did not have criminal
history records and 4.9% of all applicants.

3. Reliance on Ill name checks alone as a method of appli-
cant criminal history record screening can mean that, on
a national basis, large numbers of persons who do not
have disqualifying criminal records may be unfairly ex-
cluded from employment or other positions or entitle-

1 The FBI analysis of 1997 civil applicants (see footnote 4) found that 11.7% of those
applicants with fingerprint-verified criminal history records had provided false names and/or
other false identification information in their applications. Although it cannot be determined
what percentage of these applicants were false negatives (i.e., how many would have been
cleared by a Ill name check), the finding is not inconsistent with the results of the SEARCH/
Q.E.D. study.

In addition, the Task Force considered the report by the General Accounting Office on
military recruiting (see footnote 5) that recommended:

“The Secretary of Defense [should] require all national agency checks for
enlistment into the military service to be based on a full fingerprint search to
(1) reduce the risks associated with enlisting individuals who have been
convicted of the more serious misdemeanors and felonies and (2) identify
individuals who have used aliases.” (pp.18-19/GAO Repilitary

Recruiting

Although, the practice of the Department of Defense (DoD) prior to the GAO report was to
conduct background checks on name-based searches, DoD concurred in this recommendation.
The implementation of the recommendation will be based on availability of automated
fingerprint scanners at Military Entrance Processing Stations. (p. 37/GAO Rdjitaty

Recruiting
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ments. More importantly, large numbers of persons may
be employed or permitted to volunteer in positions for
which they are unfit and in which they pose societal risks
because their criminal records are not discovered.

In this regard, the study suggests that if the 6.9 million
civil applicant background checks processed by the FBI

in 1997 had been processed by Il name checks alone,
approximately 346,500 false positives and 70,200 false
negatives would have resulted. 2 In addition, it is clear
from the number of name checks being conducted at the
state level against state databases that the absolute num-
ber of false positives and false negatives would be signifi-
cantly higher in a national system that permitted Il name
checks in lieu of fingerprint searches. The convenience
of name checks would encourage many more requests for
national criminal record searches than the 6.9 million
received by the FBI in 1997 under current procedures
requiring the obtaining and submission of fingerprints.

4. Since the prospect of fingerprint-based criminal history
record screening deters persons with criminal histories
from applying for positions for which they are not fit, 13t
can be inferred that the incidence of false negatives docu-
mented by the study of Florida civil applicants would be
higher in an environment in which name search-only
background checks were permitted.

12 The FBI analysis (see footnote 3) indicated that 600,000 (8.7%) of the 6.9 million civil
applicants had criminal history records and 6,300,000 did not. Applying the false negative
and false positive rates documented in the SEARCH/Q.E.D. study yields the following: 5.5%
of 6,300,000 persons without records equals 346,500 false positives and 11.7% of 600,000
persons with records equals 70,200 false negatives.

13 The January 1997 GAO study of the implementation of the National Child Protection Act,
42 U.S.C. 88 5119a et seq., (see footnote 3) stated that officials of the various national, state
and local organizations contacted by GAO (including the Boy Scouts, Girl Scouts, camp
groups and other organizations that work with children) said they believed the prospect of
fingerprint-based national criminal history record checks deters an indeterminate but signifi-
cant number of individuals with criminal records from applying for positions for child
care-related positions. The majority of the members of the Task Force concur in that belief.
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5. The Task Force acknowledges that a number of state
criminal history record repositories have for many years
used name checks as the sole method of searching their
state criminal history files for a variety of noncriminal
justice purposes. A primary rationale for these uses of
name checks is that fingerprint-based searches com-
monly entail long mailing and processing delays which
are inconsistent with the needs of record users with time-
critical requirements. In addition, the process of having
one’s fingerprints taken for back-ground screening pur-
poses may be inconvenient or even impracticable and
usually involves the payment of a fee.

The development and implementation of automated fin-
gerprint identification systems and related technologies
providing for the electronic capturing and transmission of
fingerprint images has made it possible to dramatically
reduce fingerprint transmission and processing delays at
both the state and federal levels. In this regard, the FBI's
Integrated Automated Fingerprint Identification System
(IAFIS), scheduled for implementation in July 1999 will
enable the FBI to receive civil applicant fingerprints elec-
tronically from state repositories and provide search
responses to the repositories within 24 hours. While
IAFIS promises to the solve the problem of federal-level
processing delays for those states that have the capabil-
ity of linking to the system, the states still must obtain
funding to implement automated technology at the state
and local levels to reduce or eliminate processing and
transmission delays at the state repositories.

6. The increasingly widespread implementation of auto-
mated fingerprint technologies at the local, state and
federal levels, together with the National Crime Prevention
and Privacy Compact and recent federal laws requiring
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that national criminal history record searches be finger-
print-based, # has created a new technological and legal
environment. This new environment is engendering a
shift away from the use of name checks in favor of finger-
print-based searches within the criminal justice commu-
nity, for both criminal justice and noncriminal justice
purposes. ¥ The Task Force believes that this shift toward
positive identification is the wave of the future and pre-
sents a challenge that policymakers at all government
levels must meet. The Task Force urges the federal gov-
ernment and the states to give high priority to the imple-
mentation at the state and local levels of automated
equipment that will enable the states to link with IAFIS
and provide expedient fingerprint-based national criminal
history record search responses to their noncriminal
justice client agencies.

7. As another way of removing disincentives to fingerprint-
based criminal background checks for noncriminal justice
purposes, policymakers should explore ways to subsidize
fees charged to applicants, employers or other agencies
for fingerprint searches. In this regard, it is recom-
mended that Department of Housing and Urban Develop-
ment officials consider assuming the costs of fingerprint
searches for all public housing tenants and applicants,
thereby removing a possible disincentive to the Public
Housing Authorities’ use of the national criminal history
background check authority.

14 An example is the National Child Protection Act as amended by the Volunteers for Children
Act. 42 U.S.C. 88 5119a et seq.

15 This trend coincides with a general evolution toward positive identification in other
national arenas, as evidenced by the extensive and increasing use of biometric identification
methods (such as voiceprint analysis and retinal scanning) within the defense industry, the
American scientific and business communities and many federal agencies.
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1. Introduction

This study was undertaken in support of the work of the Task Force on
Interstate Identification Index Name Check Efficacy. The study
examined the accuracy of identifications resulting from name checks of
the Interstate Identification Index (Ill) compared to identifications
based on fingerprint comparison, and evaluated the risks of inaccurate
identifications or missed identifications resulting from name checks.

1.1 Study Background

The Il is an automated index maintained by the FBI which includes
names and personal identification information relating to individuals
who have been arrested or indicted for a serious or significcminal
offense anywhere in the country. The index is available to law
enforcement and criminal justice agencies throughout the country and
enables them to determine very quickly whether particular persons may
have prior criminal records and, if so, to obtain the records from the
state or federal databases where they are maintained. Il name checks
may be made for criminal justice purposes, such as police
investigations, prosecutor decisions and judicial sentencing. In
addition, Il requests may be made for authorized noncriminal justice
purposes, such as public employment, occupational licensing and the
issuance of security clearances, where positive fingerprint identification
of record subjects has been made.

A so-called “name check” is based not only on an individual's name,

but also on other personal identifiers such as sex, race, date of birth and
Social Security Number. Because none of this information is unique to
particular individualé,name checks are known to produce inaccurate
results as a consequence of identical or similar names and other

1 The FBI accepts, processes and files arrest fingerprints (and related disposition, sentencing and
correctional information) submitted by state and federal law enforcement agencies if the arrested persons
were charged with any criminal offense considered to be serious or significant. The FBI maintains a list of
nonserious offenses. Serious offenses for which the FBI will accept fingerprint cards often are referred to as
“criterion offenses.”

2 Social Security Numbers are supposed to be unique to individuals, but mistakes do occur in their issuance

resulting in the same number being issued to more than one person. Also, it is not difficult for individuals to
obtain Social Security Numbers fraudulently.
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identifiers. Mistakes can also result from misspellings, clerical errors
or intentionally inaccurate identification information provided by
search subjects who wish to avoid discovery of their prior criminal
activities.

Name check errors are of two general types: (1) inaccurate or wrong
identifications, often called “false positives,” which occur when an
applicant’s 1ll name check does not clear (i.e., it produces one or more
possible candidates) and the applicant’s fingerprint search does clear
(i.e., applicant has no FBI criminal record); and (2) missed
identifications, often called “false negatives,” which occur when an
applicant’s Il name check clears (i.e., produces no possible candidates)
and the applicant’s fingerprint search does not clear (i.e., applicant has
an FBI criminal record). Although errors of both types are thought to
occur with significant frequency—based on the experience of state
record repository and FBI personnel—at the time this study was begun,
there were no known studies or analyses documenting the frequency of
such errors.

In contrast, fingerprint searches are based on a biometric method of
identification, the fingerprint patterns of individuals, which are unique
characteristics that are not subject to alteration. Identifications based
on fingerprints are highly accurate, particularly those produced by
automated fingerprint identification system (AFIS) equipment, which is
in widespread and increasing use throughout the country. Analyses
have shown that AFIS search results are 94-98 percent accurate when
searching good quality fingerprintsi-or this reason, an identification
based on fingerprint comparison usually is referred to as a “positive
identification.” It should be stated that the study assumed fingerprint
searches to be free of errors.

Fingerprints are obtained routinely from arrested persons as a part of
the booking process and less routinely from persons who are indicted or

3 There have been documented cases in which name check errors caused dire consequences for public
safety in the criminal justice arena. As an example, a May 28, 1998 arfidie iNew York Timagported

on the case of a fugitive parolee who was arrested by the New York City police department and mistakenly
released because the false name and identification information he provided caused an ensuing name check
to fail to discover his prior record and fugitive status. The individual subsequently shot and killed a police
officer who was sent to arrest him after a fingerprint search revealed the mistake. Following the incident,
the police department changed its policies to require fingerprint-based searches before the release of
arrested persons.

‘Information provided by Robert L. Marx, SEARCH Senior System Specialist, based on state studies
completed in 1990 and 1992. The errors implicit in these accuracy figures are largely attributable to human
errors in assigning fingerprint pattern types as a part of the search process and, to a lesser extent, in
verifying computer matches. Some AFIS systems now employ computer-generated pattern type, or do not
use pattern types at all in the search, and also eliminate the human verification step in favor of computer
verification. For these newer systems, the accuracy rate is thought to be as high as 99-99.5 percent. This
means that if there is a matching set of fingerprints in the file being searched, it will be found 99-99.5
percent of the time. The risk of both false negatives and false positives is reduced to a small fraction of 1
percent of all searches in these newer systems.
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cited without previously being arrestédThese fingerprints are
maintained in criminal fingerprint files at the local, state and national
levels. Fingerprints maintained by state criminal record repositories
and many of the larger cities are stored in automated databases with
automated search capabilities. The FBI maintains an automated
fingerprint file that contains the fingerprints of approximately 29

million persons whose records are included in the Il system and
provides the basis for the positive identification of all such persons.
The FBI also maintains fingerprints of over 5 million persons who were
born prior to 1956 and whose most recent arrest was prior to July 1,
1974. The criminal history records of these persons are not automated
and are not included in the Ill system.

Because of the inaccuracies of name checks as compared to fingerprint
searches, the FBI and some of the state criminal record repositories do
not permit name-check access to their criminal history record databases
for noncriminal justice purposésin particular, FBI policy does not

permit the use of the Ill for name checks for noncriminal justice
purposes unless specifically authorized by federal lénstead,

criminal history record searches for such purposes may be obtained
only by submitting the fingerprints of the search subject to a state
repository or to the FBI.

In recent years, the state repositories and the FBI have been subjected
to intense pressure from public and private agencies to permit name
checks for an increasing number of noncriminal justice purposes.
These agencies also have pressured the Congress to enact legislation
permitting Il name checks for such purposes. They point out that,
despite the risks associated with name checks, they are cheap and fast
compared to fingerprint searches, which usually require the payment of
substantial fees and entail long processing delays. State record
repositories that permit name checks for noncriminal justice purposes
charge fees ranging from $1 to $2%n contrast, the FBI charges $18

for fingerprint searches for volunteer applicants and $24 for other
noncriminal justice fingerprint searches. The state repositories charge

5 Some states have arrest fingerprinting policies that differ from the FBI’s “criterion” offense policy. Some
require the fingerprinting of all arrested or indicted persons; a few require fingerprinting only of persons
arrested or indicted for felony offenses, and others require fingerprinting for felonies and designated serious
misdemeanors.

5 Law enforcement and criminal justice agencies are thought to be better qualified through knowledge and
experience to deal with the limitations and risks associated with name search identifications than are
noncriminal justice agencies and are believed to be more accountable for mistakes resulting from name
search errors. As a consequence, the risk of unwarranted harm to record subjects resulting from inaccurate
or missed identifications is thought to be greater when criminal history records are used for noncriminal
justice purposes than when they are used by criminal justice agencies for criminal justice purposes.

7 Action Memorandum, dated June 22, 1998, from the Deputy Director of the FBI to the Attorney General,
entitled “FBI Statement of Position Regarding the Department of Justice’s (DOJ) Proposal to Allow Name
Checks of the Interstate Identification Index (IlI) for Noncriminal Justice Employment and Licensing
Purposes,” referred to hereafter as “FBI Action Memorandum.”

8 Bureau of Justice StatistidSriminal Justice Information Policy: Survey of Criminal History Information
Systems, 199April 1999), table 23.
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fees ranging from $7 to $52 for such sear¢h¥¢hereas automated

name checks and related record retrievals require only a few minutes,
fingerprint searches commonly entail processing delays that extend to
weeks or even months, due principally to the lack of adequate
repository personnel to process fingerprint cards and assemble and mail
record responsés.

The expanding implementation of AFIS equipment at the local, state
and national levels is expected to exert a downward pressure on
fingerprint processing fees and processing delays. State and federal
record officials, however, believe that name checks are likely to remain
cheaper than fingerprint searches, and that fingerprint searches are
likely to continue to entail significant processing delays; this will be the
case at least until the implementation of AFIS technology is more
widespread, including the linking of state systems to the FBI's IAFIS
system and the provision of live scan devitesnoncriminal justice
agencies that generate large numbers of search applications.

For these reasons, some noncriminal justice agencies, including state
and federal governmental agencies that need to screen applicants for
public employment and occupational licensing, have sought approval
from the FBI to perform name checks of applicants either in lieu of
fingerprint searches or while fingerprint searches are being processed.
These agencies point out that the pressure to fill vacant employee
positions often forces them to hire individuals provisionally during the
long delays while their fingerprint searches are pending. Although
name checks of these individuals would not identify those with
criminal records who intentionally provide false identification
information, such checks could conceivably provide timely
unsubstantiated identification of those who give accurate information
and would enable the employing agencies to make informed hiring
decisions before applicants begin work.

9 Bureau of Justice StatistidSriminal Justice Information Policy: Survey of Criminal History Information
Systems, 199April 1999, table 23.

10 FBI Action Memorandumsupraat footnote 7, pp. 4-5.

1 The FBI's Integrated Automated Fingerprint Identification System (IAFIS), scheduled for deployment in
July 1999, will include updated facilities at the FBI for automated storage, retrieval and search of
fingerprint images, as well as telecommunications facilities that will enable the state record repositories to
link up with the system so as to transmit fingerprints electronically and receive search responses
electronically. FBI processing “turnaround” time is expected to be 24 hours after arrival of the fingerprints
at the FBI. There may be longer processing delays at the state level.

121 jve scan devices permit fingerprints to be obtained by placing the subject’s fingers on a scanning
surface and enable the electronic transmission of such fingerprints to a processing facility.
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Other Studies and Analyses

Other studies that provide interesting results and warrant review as
background to this study include the following:

Fingerprint Opinion Poll

In July 1996, Opinion Research Corporation of Princeton, New Jersey
conducted a poll of a statistically representative sample of adult
Americans to ascertain their views on the use of fingerprinting as an
identification technique in noncriminal settings, such as background
screening of persons who apply for jobs, government licenses or
military service. The results, which were published in the October/
November 1996 issue &fivacy & American Busineséshowed that
substantial majorities of Americans support fingerprinting in these
situations. The poll revealed, among other things,niost Americans
(55%) have been fingerprinted for some identification purpose and 87%
of those persons felt that fingerprinting was an appropriate procedure.
Further, substantial majorities of the public say they have read or heard
about situations in which individuals have used fraudulent identities for
illegal purposes and 75% said they would be comfortable being
fingerprinted to prevent someone else from assuming their identity.

When the new process of finger imagihgas described to them,
significant majorities of those polled supported the use of finger

imaging to verify identity when: applying for government welfare or
other benefits (81%), using credit cards (76%), cashing personal checks
(77%) or entering secured areas (91%). Two out of three persons polled
supported the use of finger imaging in all four situations. Of more
direct relevance for purposes of the Task Force study, substantial
majorities of those polled (79% to 93%) said they supported the use of
finger imaging to check whether persons applying for jobs as police
officers, doctors, bank tellers, stock brokers or casino employees have
criminal records. Further, more than four out of five respondents

(83%) rejected the view that the use of finger imaging to verify identity
is stigmatizing in that it treats people like presumed criminals. Rather,
they viewed identity verification by such means as an appropriate way
to help protect the public from fraud.

FBI Analyses of Civil Fingerprints

In the fall of 1997, the FBI's Criminal Justice Information Services
(CJIS) Division conducted an analysis of a statistically representative
sample of criminal record searches conducted by the FBI for

1B3*“Finger Imaging Survey Charts Public Acceptané#rjvacy & American Busines¥ol. 3, No. 4, Oct./
Nov. 1996, pp. 13-16.

14 Finger imaging is a process of photographic scanning of fingertips, entering the digitized record of the
fingerprints in a computer database and then comparing the finger images of someone applying for a job,
benefit or right with the database of authorized or excluded persons. The live scan devices described earlier
(see footnote 13) utilize a form of finger imaging.
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noncriminal justice licensing and employment purpdsekhe sample
was of sufficient size to yield highly accurétestimates concerning

civil fingerprint card processing by the FBI.Survey results indicated
that the FBI currently processes about 6,900,000 civil fingerprint cards
a year. Of these, 8.7% (about 600,000 annually) yield a fingerprint-
verified “hit” against the criminal database. Although the published
analysis includes estimates of the number of applicant fingerprints
processed annually by submission purpose, i.e., category of applicant
(child care, law enforcement employment, state/local government
employment, financial institutions, lottery/gambling public housing,
etc.), it does not break down hit rates by category of applicant.

Of particular relevance for the present Task Force study, the analysis
indicates that 11.7% of the applicants in the sample who were found to
have criminal records used names that were sufficiently different from
the names on their criminal records to suggest that they intentionally
used false names to avoid discovery of the records. This means that in
an estimated 70,200 cases annually (approximately 1% of total civil
fingerprint submissions), civil applicants with criminal records would
have escaped detection by giving false names if their background
checks had been based on name checks without follow-up fingerprint
searches. Of further interest, the incidence of false name use was
broken down by category for the five submission purposes for which
the highest numbers of applications were processed, and the breakdown
showed substantial variations from the 11.7% average for all
applicants. This analysis showed that intentionally false names were
used by 17% of persons with criminal records applying to the
Immigration and Naturalization Service for citizenship, residence,
green cards, etc., 11% of persons with criminal records applying to
school systems for jobs as teachers, bus drivers, etc., 6% of persons
with criminal records applying for jobs with financial institutions, 6%

of persons with criminal records applying for jobs as private security
guards or private detectives, and 5% of persons with criminal records
applying to be federally-licensed firearms dealers or for firearms
permits.

15U.S. Department of Justice, Federal Bureau of Investigation, Criminal Justice Information Services
Division, “Civil Fingerprint Card “Hit” Survey, Part | Executive Summary and Part || Methodology and
Analysis,” April, 1998-Final.

18 The sample was designed to yield a statistical confidence level of 99% and a margin of error of plus or
minus 1%.

17The processing of noncriminal justice record checks by the FBI is usually referred to as civil fingerprint
card processing or applicant card processing because the search application is actually the fingerprint card
(or electronic equivalent) of the search subject, which bears (in addition to fingerprint impressions) the
subject’s name and other textual identification data as well as the identity and legal authority of the agency
submitting the search application. Processing begins with a name check followed by a fingerprint search, if
necessary.

26 Il Name Check Efficacy: Report of the National Task Force ¢ Appendix B



1.2 Study Genesis

The Housing Opportunity Program Extension Act of 1996 (the
Extension Act)g enacted on March 28, 1996, amends the United States
Housing Act of 1937 to provide that, “the National Crime Information
Center, police departments, and other law enforcement agencies shall,
upon request, provide information to public housing authorities
regarding the criminal conviction records of adult applicants for, or
tenants of, public housing for purposes of applicant screening, lease
enforcement and eviction.” The Act provides for similar record checks
of juveniles to the extent authorized under the law of the applicable
state, locality or tribe.

Since the law does not specify how criminal history record searches are
to be conducted for public housing authorities (PHAS), the FBI initially
informed the Department of Housing and Urban Development (HUD)
that, because the purpose of public housing searches is classified as
noncriminal justice, fingerprints would have to be submitted with all
search applications to insure positive identification. HUD objected to
the fingerprint requirement and appealed to the Attorney General for
authority for PHAs to obtain Ill name checks. HUD and the PHAs
objected to fingerprinting on three grounds: (1) cost, (2) processing
delays, and (3) the perceived stigma to public housing applicants
associated with fingerprinting.

The Attorney General agreed to a Memorandum of Understanding
(MOU) between HUD and DOJ, dated May 29, 1996, providing that
state and local law enforcement agencies may use the Il system to
perform name checks for PHAs to determine whether public housing
tenants or applicants may have criminal history records indexed in the
Il system. Under the terms of the agreement, if a check reveals that a
tenant or applicant may have a lll record, the PHA must obtain the
fingerprints of the person and submit them to the FBI for “expeditious
processing? If the fingerprints verify the identification, the criminal
history record may be made available to the PHA for use in accordance
with the Extension Act. The MOU stated that it would remain in effect
for six months and that thereafter representatives of HUD, the PHAS,
the FBI and DOJ would evaluate its effectiverréss.

18 Pub. L. 104-120, 110 Stat. 837.

19 Although the MOU states that PHAs “must” obtain and submit fingerprints if notified that a public
housing applicant may have a Ill record, a subsequent FBI advisory letter to state officials describing the
procedures to be used in implementing PHA name checks stated that fingerprints must be submitted “if the
PHA wishes to obtain the full content of a criminal history record.” (Letter from Bennie F. Brewer, Chief,
CJIS Programs Support Section, dated Nov. 26, 1996, to All CJIS Control Terminal Officers and State
Identification Bureau Chiefs, Subject: Housing Opportunity Program Extension Act of 1996 (Pub. L. 104-
120)). Some state officials and PHAs may have interpreted this statement as making fingerprints optional.
In any case, information compiled by the FBI relating to FY 1998 indicated that, nationwide, there is a
great disparity between the number of name check hits on public housing applicants and the number of
fingerprints submitted, suggesting strongly that not all PHAs are following the procedures set out in the
MOU. Preliminary statistics compiled by FBI, Criminal Justice Information Division, October 1998.

20The complete text of the Memorandum of Understanding is set out in Appendix 1.
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In response to concern expressed by the FBI's Criminal Justice
Information Advisory Policy Board (APB) about this deviation from
the long-standing policy, Attorney General Janet Reno addressed the
APB and advised them that:

“[O]ur agreement with HUD in no way signifies a
departure from the belief reflected in the [National
Crime Prevention and Privacy] Compact that finger-
print-based searches are better than name-based ones.

“I have informed [APB] Chairman Bonino that the
department will examine the HUD name-based check
experiment after several months of operation to see
how it's working, and we will work with the Board to
try to develop a thoughtful, careful evaluation
process that can give you confidence in this.”

As a result, the Task Force was appointed to plan and oversee the
evaluation contemplated by the MOU. Task Force members include
representatives of HUD, the FBI, the Bureau of Justice Statistics, the
FBI-CJIS Advisory Policy Board, SEARCH, Queues Enforth
Development, Inc. and state criminal history record repositories.

In August 1998, the Bureau of Justice Statistics (BJS) requested that
SEARCH, the National Consortium for Justice Information and
Statistics (SEARCH) and Queues Enforth Development, Inc. (Q.E.D.),
cooperatively plan and conduct the evaluation under the guidance of
the Task Force and prepare the final report, subject to the approval of
the Task Force. Q.E.D. developed a research design for the evaluation
that was approved by the Task Force on October 23, 1998.

During 1998, the Task Force met three times in Washington, D.C. The
Task Force also met on April 21, 1999, in Baltimore, Maryland.
SEARCH and Q.E.D. personnel met with FBI personnel in Clarksburg,
West Virginia, on October 1, 1998. In addition, Task Force members
have participated in numerous telephone conference calls throughout
the course of the study.

21U.S. Attorney General Janet Reno, “Address to the Criminal Justice Information Advisory
Policy Board,” St. Petersburg, Florida, June 4, 1997.
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1.3 Scope of Study

As noted above, the initial purpose of the study was to evaluate the
efficacy of name checks conducted for public housing tenants and
applicants pursuant to the DOJ-HUD MOU. In early discussions of the
study approach, however, it became evident that there were good
reasons for broadening the scope of the study to include other types of
noncriminal justice name check applications. As pointed out above,
there has been increasing pressure on the FBI and the Congress to
authorize 11l name checks for a broad range of noncriminal justice
purposes, including various types of private and public employment
and occupational licensing. It was determined that a study that focused
only on public housing applicants would not be viewed as relevant to
other situations in which Il name check authority was being sought.
After inquiries to the Department of Justice by a Florida Congressman,
the Attorney General agreed to enter into a pilot project with Florida,
utilizing preliminary name checks as the precursor to fingerprint
submissions. The data derived from the project was to be evaluated
and included in the Name Check Efficacy Evaluation Study.

For this reason, a decision was made to include two additional
categories of noncriminal justice applicants: (1) persons applying for
public or private employment or licensing in Florida for which Florida
statutes authorize national criminal history record checks, and (2)
persons seeking volunteer positions working with children or elderly or
disabled persons in Arizona, California and Maryland, pursuant to laws
in those states authorizing national record checks.
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2. Study Approach

The following sections describe the research design of the study and the
data collected on the study groups.

2.1 Study Design

Ideally, arigorous anddefinitivestudy would validly determine the

efficacy of utilizing only name checks (i.e., without fingerprint

searches) to ascertain the existence of criminal records for noncriminal
justice purposes. Such an encompassing study would be large in scope,
as well as time-consuming and costly to conduct. A more modest goal
would be to consider a smaller but representative set of purposes for
which national background checks are performed while preserving the
study’s rigor. This was the goal of the Task Force on IIl Name Check
Efficacy, focusing on three common background check purposes or
applicant groups:

1. Employment and License Applicant Checks
2. Public Housing Applicant Checks
3. Volunteer Applicant Checks

Given the stated goal, what research questions should the study attempt
to answer, what would be the attributes of an appropriate research
design, and finally, given the existing constraints, what type of design

is feasible? Before addressing these issues, an outcome framework is
provided within which the issues can be analyzed.

Outcome Framework

The outcome framework in which the study is viewed incorporates an
“outcome matrix.” In this section, the matrix is described and an
explanation is provided on how to interpret it.

Understanding the Outcome Matrix

As depicted in the following diagram, the outcome matrix is a
mechanism for displaying the results of the applicants’ name checks
and fingerprint searches:
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Fingerprint Search

Fingerprint Search

Clearance Non-Clearance
FPC FPN
Name Check NCC _FPC NCC _FPN
Clearance True Negative False Negative
NCC
Name Check NCN_FPC NCN_FPN
Non-Clearance False Positive True Positive
NCN

In simplest terms, there are two possible results of an applicant’s name
check: (1) the name check clears (i.e., no candidate is produced), or
(2) the name check does not clear (i.e., at least one candidate is
produced). Similarly, there are two possible results of an applicant’s
fingerprint search: (1) the fingerprint search clears (i.e., the applicant
has not been identified as having a criminal record), or (2) the
fingerprint search does not clear (i.e., the applicant has been identified
as having criminal record). Taken together, the results of the name
check and the fingerprint search comprise the outcome of the
background check of a particular applicant. Collectively, the outcomes
of an entire applicant group (or subgroup) are described by the outcome
matrix.

Since there are two possible results each for the name check and
fingerprint search, in combination there are four possible outcomes,
each occupying one of the four “cells” of the matrix; they are
commonly referred to as:

The name check clears; the
fingerprint search clears.

True Negative

True Positive The name check does not clear; the

fingerprint search does not clear.

False Positive The name check does not clear; the

fingerprint search clears.

The name check clears; the
fingerprint search does not clear.

False Negative

Of the four possible outcomes, the two of particular interest are the
falsecells, containing the false positive and false negative outcomes.
In a hypothetical context in which only name checks determine
eligibility for employment, licensing, housing, volunteer position, etc.,
an applicant with &lse positiveoutcome could suffer an unfair
disqualification. Concomitantly, an applicant witfaése negative
outcome could incorrectly avoid disqualification. Of course, this is the
outcome of greatest concern to the study because it addresses the
problem of, for example, accepting an applicant for a child care
position who may have one or more disqualifying convictions for
violent crimes.
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The following hypothetical outcome matrix is presented for purposes of
illustration:

FPC FPN
(Fingerprint | (Fingerprint TOTAL
Search Search Non-
Clearance) | Clearance)
Number MNumber Mumber
Row % Row % Row %
Col % Col 9 Col %
Cell % Cell % Call %
NCC 500 5 505
(MName 93.0% 1.0% T00.0%
Check 59.3% 1. 1% 83.5%
Clearance) 87 6% 0 8% -
NCN 60 40 100
(Name 60.0% 40.0% 100.0%
Check Non-|  70.7% 88.9% 16.5%
Clearance) 9 9% 6 6% -
o600 45 605
TOTAL 82.6% J.d% T100.0%
TO0. 0% T00.0% 100.0%

Immediately, it can be observed from the cell in the bottom right corner
of the matrix that a total of 605 cases is represented. The rows labeled
“NCC” and “NCN?” refer to cases in which the name check cleared and
the name check did not clear, respectively. Thus, looking at the “Total”
column on the right, one can see that 505 name checks cleared and 100
name checks did not clear. Analogously, the columns labeled “FPC”
and “FPN" refer to cases in which the fingerprints cleared and the
fingerprints did not clear, respectively. Looking at the “Total” row on

the bottom, one can see that 560 fingerprints cleared and 45

fingerprints did not clear.

Because every cell in the matrix is the intersection of a row and a
column, they are referred to by the names of the intersecting rows and
columns; i.e., “row name_column name.” So, for example, the cell at
which the row “NCN” intersects the column “FPN"—containing the
number “40” followed by 40.0%, 88.9% and 6.6%—is referred to

simply as cell “NCN_FPN.” Thus, cell NCN_FPN includes cases in
which both the name check and the fingerprint search did not clear.
This matrix indicates that of the 605 cases, 40 applicants’ name checks
produced candidates whose fingerprints matched those of a person with
a criminal record; i.e., there are 40 true positives.
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Finally, there are percentages contained in the cells. As an example,
cell NCC_FPN (i.e., cases where the name check cleared but the
fingerprints did not, or false negatives) can be viewed in three ways:

1. As therow percentage (1.0%) of the 505 cases where the
name check cleared,;

2. As thecolumnpercentage (11.1%) of the 45 cases where
the fingerprint searctlid not clear; or

3. As thecell percentage (0.8%) of all 605 cases.

To summarize:
e Cell NCC_FPC contains the true negatives.
» Cell NCN_FPN contains the true positives.
* Cell NCC_FPN contains the false negatives

» Cell NCN_FPC contains the false positives.

Interpreting the Outcome Matrix

Thetrue cells, containing the true positive and true negative outcomes,
are self-explanatory. While the absolute numbers of false outcomes are
informative, it is more insightful to consider the three percentages that
describe the rates at which these two types of errors occur. More
specifically, they are defined as:

False Positivd&RowPercentage = (NCN_FPC/NCN)*100
False Positivi€€olumnPercentage = (NCN_FPC/FPC)*100
False Positivi€ell Percentage = (NCN_FPC/ALL)*100
False NegativRowPercentage = (NCC_FPN/NCC)*100
False Negativ€olumnPercentage = (NCC_FPN/FPN)*100
False Negativ€ell Percentage = (NCC_FPN/ALL)*100

These percentages represent three different perspectives on the false
results. None of the three is right or wrong; they differ only in their
orientations. The row percentages are “quality”-oriented in that they
address the performance of the name check process. The column
percentages are “risk”-oriented in that they address the hazards
associated with replacing fingerprint-based background checks with
name checks only. The cell percentages are “incidence”-oriented in
that they address the overall fractions of applicants whose name checks
produced false results.

Consider the false negative percentages. roWepercentage relates

the absolute number of false negative outcomes to (i.e., divides them
by) the number of applicants whose name checks cleare8@5 =
1.0%). Its reference point is the outcome of tleme checkwhich is
sometimes in error; therefore, it addressegtradity of the name

check process.

The false negativeolumn percentage relates the absolute number of
false negative outcomes to (i.e., divides them by) the number of
applicants whose fingerprints did not clear(85 =11.1%). Its
reference point is the outcome of firgerprint searchwhich is
assumed to be correct; therefore, it addressessththat an applicant
with a criminal record will elude the name check.
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The false negativeell percentage relates the absolute number of false
negative outcomes to (i.e., divides them by) the total number of
applicants (5 605 = 0.8%). It addresses the oveiradidenceof false
negatives in relation to the total number of applicants.

Analogously, because the denominator of the false positive row
percentage is the number of applicants whose name checks did not
clear (i.e., 100); it too addresses name check quality. Similarly,
because the denominator of the false positive column percentage is the
number of applicants who do not have criminal records (i.e., 560), it
addresses the risk that the name check of an applicant without a
criminal record will not clear. The false positive cell percentage
addresses the overall incidence of false positives in relation to the total
number of applicants.

Finally, it should be stated that while the study findings reported in
Section 3 track quality, risk, and incidence percentabesjsk

perspective is believed to be of greatest policy relevance to this study’s
research questions.

Research Questions

As approved by the Task Force, the study should attempt to adtlress
leastthe following research questions:

1. In an operational setting, if fingerprints are not initially
required of applicants whose criminal histories are statutorily
mandated to be checked by the FBI, what results can be
expected in terms of 11l QH (Query History) name check and
fingerprint searcloutcomes? More specifically, with what
frequencies should one anticipate the outcomes described in
the outcome matrix to occur?

2. In each applicant group, what is the overall demographic
composition in each of the four cells of the outcome matrix?

3. To the extent it is possible to ascertain them, what factors
(e.g., ethnicity, age, gender, other demographic issues, data
entry, etc.) help to explain the incidence of NCC_FPC,
NCC_FPN, NCN_FPC, and NCN_FPN outcomes among the
three applicant groups?

4. Within the NCN_FPN outcomes, what subgroupings of
outcomes can be identified? For example, the name check
yields a number of possible candidates. However, when the
fingerprint search is performed, there is a hit on the subject but
the person identified was not among the list of candidates.
The FBI refers to this type of outcome as a “Minutia
Identification.”

5. Within the NCN_FPC outcomes, what subgroupings of
outcomes can be identified? For example, the name check
produces a candidate but it is evident from a comparison of the
candidate’s demographics (e.g., age, sex, race) with those of
the applicant that the candidate cannot be the same person as
the applicant.
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6. To the extent it is possible to determine, what fraction of the
disqualified applicants could have been identified at the state
level? This is a very important issue that addresses the extent
of the applicant filtering taking place at the state level prior to
the national checks.

Characteristics of a Rigorous Research Design

A rigorous research design would require the following steps for each
of the three applicant groups:

1. Consider the entire population of applicants as a pool of
research subjects from which to draw a stratified random
sample. This pool would include applicants from all
states and all constituent screening agencies.

2. ldentify and compile historical data on the characteristics
that describe the population of applicants and
prospectively comprise a set of independent variables
which could serve to explain differences in the outcomes
among applicant sub-groups (i.e., by age, gender,
ethnicity, income, area crime rate and population density,
etc.).

Unfortunately, time and resource constraints preclude implementation
of a rigorous research design. Generating a random sample of study
subjects from the applicant population would require the associated
screening agencies to participate by submitting the requested sample—
as much as 100%—of their respective applicant population’s
fingerprints over a sufficient time to yield a statistically valid sample.
Furthermore, the data collection time frame would have to be of
adequate duration to account for seasonal variabilities, if any. This
would most likely entail mandating agencies that have never submitted
any fingerprints to participate in the study. (Most of the nation’s 3,500
public housing authorities have never submitted a single applicant’s
fingerprints to the FBI.)

While a rigorous research design is not feasible, that does not preclude
gaining extremely useful insights from the conduct of a more limited
study, based on what is available, including previous studies. However,
it is believed that no comparable study has been performed at the
national level. This is not surprising given that the FBI's Ill name

check system has historically been separate and distinct from its
traditional fingerprint-based positive identification approach.
Additionally, the states’ criminal history repositories were asked
whether they had ever conducted such a study—in conjunction with an
audit, perhaps. Only Georgia reported conducting even a remotely
related investigation. Unfortunately, Georgia’s study is of limited
relevance because it examined criminal justice checks, not background
checks, and not all subjects received both a name check and fingerprint
search.
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Characteristics of the Current Study

Employment and License Applicants

They are Florida residents applying for noncriminal justice
employment and licenses; as required by Florida statutes, they must
undergo a national criminal history background chéckxhibit 2-1
describes the employment and license applicant background check
procedure. The fact that all the employment and license applicants
included in the study are from a single state precludes the possibility of
generalizing the results to the national population.

Public Housing Applicants

They are local residents applying for public housing through six public
housing authorities (PHAS) that agreed to participate in the Study.
HUD categorizes PHAs on the basis of numbers of housing units as
“large” (2,500 or more), “medium” (200-2,499) or “small” (1-199).

The participating PHAs and size classifications are:

Big Rapids (MI) Housing Commission—medium

Housing Authority of the City of Chandler (AZ)—medium
Jefferson City (TN) Housing Authority—small

Reading (PA) Housing Authority—medium

Thibodaux (LA) Housing Authority—medium

Housing Authority of the City of Winston Salem (NC)—large

ok wpnpE

The background check procedures followed by the six PHAs are
essentially identical, as described in Exhibit 2-2. Given the limited
number of PHAs participating and the fact that none of them represents
a large municipality, the findings cannot be considered representative of
the population of all public housing applicants.

Volunteer Applicants

They are Arizona, California and Maryland residents applying for
various volunteer positions. In Arizona, volunteers working with
children, the elderly or individuals with disabilities are fingerprinted for
background check purposes, including a national criminal records
search. (See Exhibit 2-3.) Commencing January 1, 1999, California
requires background checks, including a national check, on volunteers
working with children. Prior to this time, national checks were
optional. (See Exhibit 2-4.) Maryland requires background checks,
including national checks, on individuals who care for or supervise
children, including volunteers working in child care centers, family day
care homes, child care homes, juvenile institutions, public schools, etc.

22 Pub. L. 92-544, 86 Stat. 1109 (1972) authorizes the FBI to perform national fingerprint-based criminal
record checks for state agencies for employment and licensing purposes if there is in place a state statute
that has been reviewed by the U.S. Attorney General and determined to specifically authorize such checks.
Florida has a number of such statutes covering a broad range of public and private employment.

2 PHAs are independent agencies and are not subject to mandated participation. HUD staff, therefore,
sought volunteers from those PHAs that were utilizing the MOU and requested that they cooperate in the
study by fingerprinting all applicants during a specified period of time.
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(See Exhibit 2-5). The results of volunteer applicant background
checks in three states cannot be considered nationally representative.

2.2 Data Collection

For each of the applicant groups, the data collected for the study by the
FBI and the associated data collection time frames are identified.

Employment and License Applicants

Data Collected

The FBI has provided a computerized data set for all [l QH name
checks performed by the Florida Department of Law Enforcement
(FDLE) with the following 19 key fields in each record:

FBI tracking number

Date of QH check

Name from QH check

Date of birth from QH check

Sex from QH check

Race from QH check

Social Security Number (SSN) from QH check

Originating agency identification number (ORI) from QH

check

9. Total candidates from QH check

10. Name check result (Yes or No identification of QH
candidate)

11. Sex from fingerprint card

12. Race from fingerprint card

13. Fingerprint search result (identification, non-
identification, rejection)

14. Master record name, if fingerprint search result is an
identification

15. Master record date of birth, if fingerprint search result is
an identification

16. Master record sex, if fingerprint search result is an
identification

17. Master record race, if fingerprint search result is an
identification

18. Wanted person check result (Yes or No Hit)

19. Date case closed
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Florida keeps track of those applicants determined by FDLE's state
criminal history check to have Florida criminal records and who are
therefore excluded fro